**Text 6**

**Home Security**

 The General Security Department has cooperated with different media channels to raise the security awareness of citizens, and guide them toward protecting themselves and their properties against violation.

 You can reduce the chances of your home being burglarized by following these guidelines:

* Do not leave the house without means of protection such as installing an alarm system or a security camera.
* Inform your neighbors or relatives if you intend to travel or go away for a long time.
* Do not display cash and valuables.
* Do not leave keys of inner and outer doors available to servants.
* File a report to the police immediately for any burglary or attempt of burglary.

**Cybercrimes**

 A cybercrime is any crime that involves a [computer](https://en.wikipedia.org/wiki/Computer) and a [network](https://en.wikipedia.org/wiki/Computer_network). The computer may have been used in the commission of a crime, or it may be the target. Cybercrimes can be defined as: "Offences that are committed against individuals with a criminal motive to intentionally harm the reputation of the victim or cause physical or mental harm, or loss, to the victim directly or indirectly, using modern telecommunication networks such as the internet and mobile phones (Bluetooth/SMS/MMS)"

 **Cybercrimes encompass a broad range of activities:**

* Fraud:

 [Fraud](https://en.wikipedia.org/wiki/Computer_fraud) is any dishonest misrepresentation of fact intended to let another do or refrain from doing something which causes loss.

* Cyberterrorism:

A cyberterrorist is someone who intimidates or forces a government or an organization to advance his or her political or social objectives by launching a computer-based attack against computers, networks, or the information stored on them.

* Cyberextortion:

It occurs when a website is subjected to repeated attacks by cunning hackers. These hackers demand money in return for promising to stop the attacks and to offer "protection".